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1
Decision/action requested

This document proposes to introduce the conclusion for KI#5 to TR33.809.
2
References

NA
3
Rationale
The solution #5 fulfils the potential security requirements from Key Issue #5: “There should be a means to mitigate the authentication relay attack caused by the false base station.” and mitigates the threats of the authentication relay attack. By using the sucyrity machnism in the solution #5, the the user’s privacy is protected, and the location information of the UE cannot be tampered by the false base station. Therefore, the Solution #5 is recommended for normative work to mitigate against the authentication relay attack.
4
Detailed proposal

***
BEGIN CHANGES
***

7
Conclusions

Editor’s Note: This clause contains the agreed conclusions.

7.x
Key Issue #5: Mitigation against the authentication relay attack
The solution #5 is recommended for normative work to mitigate against the authentication relay attack in the same PLMN and solution #15 is recommended for normative work in case of different PLMNs.
***
END OF CHANGES
***
